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Grants to Upgrade First Responder Radio Systems in Two Virginia Metropolitan Areas

September 17, 2005

Government Technology

By News Staff

URL: http://www.govtech.net/news/news.php?id=96682
On Friday, Virginia Governor Mark R. Warner announced approximately $2.3 million was awarded to the Lynchburg and Roanoke Metropolitan Statistical Areas (MSA) to develop interoperable communications networks that enable emergency service personnel to communicate directly during a crisis. The funding was awarded by the U.S. Department of Justice Office of Community Oriented Policing Services (COPS) program. 

"Today, Virginia has been recognized for our deep commitment and steady progress toward improving the communication networks used by our first responders," Governor Warner said. "In a business where seconds count, and in light of the 9/11 terrorist attacks and the devastation caused by Hurricane Katrina, it is a commitment that all Virginians can agree is essential to the safety of the Commonwealth." 

The Lynchburg MSA will receive $1,393,894 and the Roanoke MSA will receive $866,570 to offset the cost of purchasing voice and data communications equipment, enhancing communications infrastructures, and project management. A total of $92.7 million was awarded to 26 law enforcement agencies across the nation. Each city is required to provide a 25 percent match of the federal funds.

The grants were awarded under COPS Interoperable Communications Technology Grant program, which increases in the number of interoperable communications systems used nationally by law enforcement, fire service, and emergency medical service agencies in the same metropolitan area. 

"I applaud the COPS grant to both Lynchburg and Roanoke MSA's," said Charlottesville Fire Chief Charles Werner. This success is a direct result of the Governor's leadership commitment to interoperability through the support of the State Interoperability Executive Committee and the development of a Statewide Interoperability Strategic Plan." 




                       ###
Disaster workers left out in silence

Better communications equipment years away
	



September 19, 2005

Baltimore Sun

By Siobhan Gorman and Tom Bowman
URL: http://www.baltimoresun.com/news/local/bal-te.md.guard19sep19,1,5583321.story?ctrack=1&cset=true

WASHINGTON-With Hurricane Katrina exposing major communication failures among federal, state and local authorities, current and former officials say the country is still years away from implementing an effective crisis communication system.

The Department of Homeland Security, in a national emergency response plan completed in December 2004, directed a little-known Cold War-era office, the National Communications System, to "ensure" that federal officials could communicate with each other - and with state, local and industry leaders - in a crisis.

Though the federal government has so far earmarked about $350 million for state and local officials to buy communications equipment that allows responders from different agencies to speak to each other in a crisis, the problem has not been fixed.

"The unfortunate thing is a lot of people thought the issues had been sorted out already," said Paul Kurtz, a former White House communications specialist in the Clinton and Bush administrations.

President Bush is now demanding a national review of emergency preparedness in the nation's major cities. But if the response in the four years since the Sept. 11 terrorist attacks is any indication, it's unclear whether those lessons will be learned anytime soon.

'They've as yet done nothing about the communications mess," said former Navy Secretary John Lehman, a member of the 9/11 Commission. In New York City, where hundreds of police and firefighters died in the 2001 terrorist attacks, the local fire and police departments still cannot speak by radio with each other in an emergency.

No standards 

The system has no single point of supervision, nor is there a complete set of federal standards to guide cities' planning and purchases because several offices inside and outside of the Department of Homeland Security have different pots of money to dole out for communications equipment.

Additionally, department officials say there are laws that limit the federal government's ability to force states to adhere to federal standards.

David Boyd, who runs the Department of Homeland Security's office for interoperable communications, said it will be years before first responders across the country will be assured they can speak with their colleagues from other agencies in an emergency. "There is an element of frustration," he acknowledged.

"You know you need it. You needed it yesterday, but you know it isn't going to happen for some time. It's a frustration you have to learn to live with."

Boyd, who has been working on communications issues for the federal government since 1993, moved over to Homeland Security when his office was created in 2003.

"We've been able to move things further along in the last two years than all the previous history put together," he said. "But it's still a long road ahead of us."

The NCS "was supposed to be a FEMA command-and-control" office, allowing the emergency management agency to be in immediate contact with authorities in a disaster zone, said Frank Hoffman, a staff member of the Hart-Rudman Commission on terrorism. The commission, in its 2001 report, recommended that the NCS be made part of a new domestic security department.

The NCS was shifted from the Department of Defense to the Department of Homeland Security in 2003, but Congress never specifically ordered the NCS to assume control of all government communications, said Robert Liscouski, a former assistant secretary of Homeland Security.

The responsibility for crisis communications was splintered among several offices within Homeland Security and other parts of the federal government.

The office "is not responsible for ensuring that the local government has done what they need to do to have recovery capability" for communications, said Liscouski, who had responsibility for the NCS and its 107 employees.

Boyd said his office picks up where the NCS leaves off, but his office, which is one of several sources of communications money is largely working through the states.

"They are not concerned with communication at the agency level with the individual officer," Boyd said of the NCS. "That's where we get involved."

As a result, that job largely remained where it has always been: the responsibility of each of the 50 states and thousands of localities around the country.

When Katrina slammed into the Gulf Coast, the weakness of the arrangement quickly became apparent:

  The commander of the Louisiana National Guard needed two days to assess the damage in his state, because he was unable to communicate with his own officers in the disaster zone.

  A Mississippi National Guard colonel held the only satellite phone in Hancock County, an area of more than 500 square miles.

  Emergency responders from Arkansas rushed into Louisiana to help, only to find they could not communicate with the local police and fire personnel.

No backup systems 

Among the major problems facing planners as the nation tries to upgrade for a future disaster: Cities and towns lack effective communications backup systems, and the ones that do exist are frequently unable connect their police and fire services during an emergency.

As Congress pours tens of billions worth of aid into the hurricane zone, the failure of emergency communications is prompting numerous questions:

Why wasn't there an adequate backup system - or enough equipment - for example, to allow federal, state and local officials to talk to one another after cell towers and telephone poles collapsed in the high winds and surging floodwaters? And what guarantees are there that the government will be able to come up with an effective solution in the foreseeable future?

In a 2004 survey, the U.S. Conference of Mayors found that 94 percent of localities lack "interoperable" systems that can talk to responders from other agencies. The Congressional Budget Office has put a $15 billion price tag on fixing the problem.

Over the past two years, the Homeland Security Department has given cities about $350 million for upgrading communications equipment and training emergency responders, in addition to other money that local government are also free to use for radios and other gear.

Inadequate gear 

With national standards still under development, however, cities often buy new equipment that can't hook up with other government agencies, whether in the next county, the state capital or Washington, analysts said.

Answers to these problems are at least three to five years away, said government officials, because the federal government has yet to get state emergency managers and the communications industry to endorse a national solution, though efforts to do that have been under way since 2003.

Meantime, a plan that would free up the airwaves for responders to communicate with each other won't take effect until 2009.

In much of the nation, cash-short cities like New Orleans have continued to rely on aging systems. The machinery to run the communications system in New Orleans was located in basements, and once Katrina struck, the system was quickly flooded.

California, which has considerable experience in dealing with earthquakes and other natural disasters, is "the gold standard" among the states, said Hoffman. California's emergency communications plan includes multiple backup systems, so if regular phone lines and cell phones fail, for instance, microwave signals and other radio systems are still available.

The federal government, however, has not required state and local governments to spend their federal grant money on backup systems.

A city's plans for such a system is one of the factors used by Washington in distributing federal dollars to local government. But because the federal government only picks up 3 percent of the total cost of equipment upgrades, it lacks the leverage to require backup systems, Boyd said.

That is also why the federal government has not imposed strict standards to make sure that people from different agencies have equipment that can communicate with other emergency offices.

"Our preference in the United States is for voluntary, consensus-based standards," said Boyd.

Members of Congress who thought the problem would have been fixed after 9/11 have grown impatient since Katrina.

"In this age of technology and advanced communications, there's really no excuse for us as a nation not being able to provide to our first responders and to all of our government assistance agencies the kind of communication that keeps us connected," Sen. Blanche Lambert Lincoln, an Arkansas Democrat, said last week.

While industry creeps toward a consensus, two leading manufacturers of radios and other devices have finally agreed to build new equipment that can communicate with each other. Those products won't reach the market for another one to three years, however, Boyd said.

In the past, companies have resisted taking such a step in order to get all the communications business from a city or state government agency.

Hesitant to cooperate 

Other hurdles, said one Homeland Security official, include the reluctance of state emergency managers to cooperate with the federal government, which prompted further delays.

In the meantime, Boyd said, his office is working on getting a clear sense, or as he called it "a snapshot," of what the current communications capacity is in each city and town around the country, so the department can better focus its efforts in getting each locality to the point where their responders can connect with other emergency agencies.

Retired Army Col. David H. McIntyre, director of the Integrative Center for Homeland Security at Texas A&M University, said communications is perhaps "the core issue" for responding to emergencies.

Unlike the military, which has solved many of its own communications problems in recent years, the systems that civilian authorities use to communicate are almost entirely in the hands of numerous private companies and countless local and state officials.

"We don't have any government-wide system" to pull everyone into a single electronic web, he said.
###
A Fix for First Responders

September 19, 2005

Washington Post

By John McCain, Joseph Lieberman, Jane Harman and Curt Weldon

URL: http://www.washingtonpost.com/wp-dyn/content/article/2005/09/18/AR2005091801256.html
Four years ago this month our brave police officers, firefighters and other emergency response personnel raced into the smoldering buildings of the World Trade Center and the Pentagon to try to save the lives of thousands. Unfortunately, their efforts were hindered by a communications system that failed to allow these first responders to communicate with each other, something known as "interoperability."

In some cases, not only could the first responders who entered the twin towers not communicate with each other, they could not reach their base commanders in the lobby or at headquarters, because the radio communications could not travel great distances or penetrate the thick steel walls and concrete floors.

Impossible to talk

The Sept. 11 commission found: "Command and control decisions were affected by the lack of knowledge of what was happening 30, 60, 90, and 100 floors above. According to one of the (fire) chiefs in the lobby, `One of the most critical things in a major operation like this is to have information. We didn't have a lot of information coming in. We didn't receive any reports of what was seen from the ... helicopters. It was impossible to know how much damage was done on the upper floors, whether the stairwells were intact or not.' ... `People watching on TV certainly had more knowledge of what was happening a hundred floors above us than we did in the lobby.' "In the past few weeks, we have seen an even more devastating breakdown in emergency communications, as phone lines, cell towers and electrical systems were wracked by Hurricane Katrina, making it nearly impossible at times for many first responders and government officials on the Gulf Coast to talk to each other. Many emergency officials had to resort to runners to communicate with first responders in the field.

With all the technology innovations of recent years, how is it that first responders, those we depend on when disaster strikes, are still unable to adequately communicate with each other during an emergency, while we are able to watch the crisis unfold on our television sets?

Bungled response to Katrina

It's because public officials have yet to get serious about developing and funding a safety communications system for all local, state and federal first responders. This reality became all too clear during the bungled response to Katrina.

The federal government needs to develop a comprehensive, interoperable emergency communications plan and set equipment standards, fund the purchase of emergency and interoperable communications equipment, and provide additional radio spectrum that will allow first responders to communicate over long distances using the same radio frequencies and equipment.

This is not to say we haven't made progress. The Intelligence Reform and Terrorism Prevention Act, passed last year, required that the federal government take initial steps on both interoperability and public safety spectrum. But we have much more to do.

Life or death matter

The Sept. 11 commission's final report urged Congress to provide more radio spectrum, equipment and funding to first responders for improved communications systems. Since then we have introduced legislation to do so. We believe strongly that such legislation is a life-or-death matter. But Congress has yet to act.We can only imagine how an improved communications system could have aided rescue workers in their efforts to respond to the needs of citizens after Hurricane Katrina. The federal government has allowed this problem to remain unresolved for four years following the devastation of Sept. 11, 2001, even as many predicted another disaster.

Congress should act

After watching the horrific communications breakdown that occurred during Katrina, will we wait another four years before acting? How many more lives will be lost? What kind of catastrophic disaster is necessary for Congress to give these heroes the tools they need to save lives?

We urge Congress to immediately take up pending legislation that would finally provide emergency first responders with the radio spectrum, equipment and funding necessary to protect themselves as they come to the aid of those they were sworn to protect. When lives are on the line, seconds count. And reliable emergency communications become a matter of life and death.

###

Kentucky Gov. Announces $1.3 Million for First Responder Communications Equipment

September 20, 2005

Government Technology

By News Staff 

URL: http://www.govtech.net/magazine/channel_story.php/96696
Last week, at Owensboro City Hall, Governor Ernie Fletcher announced over $1.3 million in homeland security preparedness funding for first responder communication infrastructure and equipment.

"Communication is critical in the event of an emergency," said Governor Fletcher. "This homeland security preparedness funding will ensure that first responders will have the equipment they need." 

The $1.3 million grant homeland security grant, which will be administered by the City of Owensboro, will go to install infrastructure, such as communications towers and base stations, for mobile data communications among all first responders. The grant will also be used for the purchase of mobile data computers for installation in law enforcement cruisers. This project will be spread out over a seven-county area which includes Daviess, Union, Muhlenberg, Webster, McLean, Ohio and Hancock Counties. 

Also, a $50,000 homeland security grant was announced to provide funding for the region's Hazardous Materials (HazMat) team. This will provide the team with search and rescue equipment necessary in the event of a collapsed building.
###
$7 million contract OK’d for up-to-date radio system

September 21, 2005

Kansas City Star

By Brian Burnes

URL: http://www.kansascity.com/mld/kansascitystar/news/local/states/missouri/counties/jackson_county/cities_neighborhoods/independence/12695361.htm
Independence plans to build one of the best municipal radio systems in the country.

The Independence City Council on Monday night approved a $7 million contract with Motorola Inc., to help the city assemble the state-of-the-art system.

“This system is going to make it so much easier for emergency-service personnel to communicate amongst themselves,” said Councilman Jim Page, a former Independence police officer.

“This is not just a step forward for the city, this is a leap forward.”

The contract calls for the design, delivery, installation, testing and maintenance of the new radio system. The technology is considered unique because it will allow “inter-operable” radio communications among public-safety agencies such as the Independence police and fire departments, along with departments like public works and Independence Power & Light.

The city is using a nearly $5.5 million grant from the Federal Emergency Management Agency, supplemented by state grants and some local matching funds.

Only two companies submitted bids, while the city normally prefers at least three bidders. However, Tracey Elmore, city management analyst, said in a report that the Motorola contract was not an issue, given that the work is “very specialized with few companies having the resources to handle such a project.”

The city’s current radio system for the Independence police department consists of one transmitter site at police headquarters, with remote receivers at four sites to improve talk-back from portable radios. The new system will consist of six transmitter-and-receiver sites.

“We really and truly think that this is a system of the future,” Councilman Don Reimal said.

Reimal, citing the stories of police in New Orleans losing radio contact for long periods during Hurricane Katrina, wondered whether the new system would protect Independence from such outages.

Independence Police Chief Fred Mills couldn’t promise that.

“I would never say never, but we have taken into consideration a lot of factors,” he said. “There is some redundancy built into the system, and we are thrilled to death with this opportunity.”

In other business, the council approved an ordinance prohibiting the rental of a hotel or motel room on an hourly basis. To fight prostitution, as well as drug trafficking, Kansas City recently implemented similar restrictions, Page said.

“I think we have should have done this a long time ago,” Page said. “Now that some communities around us have passed similar ordinances, this is going to stop their problems from coming into our city.”

The council also heard the first reading of an ordinance that would authorize the acquisition of property just to the north of the Adventure Oasis Water Park. The approximately two acres could allow for more parking at the facility.

Finally, Jim Johnson, speaking for himself and six other individuals, described for the council his concern with recent work done on a turbine-overhaul project at Independence Power & Light. Johnson said he and his colleagues were troubled by the city “bringing in from out of town” workers to perform tasks apparently previously done by local workers.

George Morrow, Independence Power & Light director, said the department recently awarded a contract to repair one of its turbines.

“We awarded that to a low bidder, which happened to be non-union,” he said. The firm that received the contract was from Houston.

Mayor Ron Stewart, as well as several council members, seemed sympathetic to Johnson.

###

Radio Upkeep is no Small Task in New Orleans

September 21, 2005

Federal Computer Week

By Dibya Sarkar

URL: http://www.fcw.com/article90872-09-21-05-Web
To make sure nothing goes wrong during their Hurricane Katrina relief efforts, some public safety officials and M/A-COM technicians have gone so far as to sleep near the systems they’re trying to repair. 

Since Katrina hit Aug. 29, the company, which installed the city’s 800 MHz first responder radio system, has been supplying fuel for generators and repairing and maintaining tower sites.

“The largest problem we have is the fact that it’s unusual to run on emergency power for weeks,” said John Facella, the company’s director of public safety markets, said.

“Normally what happens is you have standby generators and you have batteries to back them up at all the major sites, and we had that,” he said. “But what’s happening here is that we have a major logistics problem of fueling the generators that probably have tanks that last a day or two. We have to fuel those generators for weeks instead of days.”

That situation was especially problematic in a city that has been mostly flooded and without power, said Facella, who has been a volunteer firefighter and emergency medical technician in Massachusetts for about 20 years.

Emergency responders and the company’s technicians had to place second generators at three of major radio tower sites. 

“I don’t know of any public safety system that has two sets of generators at each site because the cost is enormous,” he said.

A helicopter placed one on the rooftop of the Energy Centre office building, which houses the radio system’s main control room on the 34th floor. At that downtown site, the main generator uses natural gas, while the second one uses diesel fuel. 

To ensure the second generator would operate for at least 10 days, some diesel fuel was delivered by air. But workers also had to lug about 60 five-gallon diesel tanks up 40 flights because the building’s elevators didn’t work without power, which wasn’t restored until Sept. 19, Facella said. Technicians are also alternately using one generator while taking the other off-line to perform preventive maintenance. 

At the main police dispatch center at another site, workers tried to use a helicopter to place a second generator near a 250-foot antenna tower, which sits on top of the police parking garage. But Facella said the plan failed because the helicopter might strike the tower while lowering the generator.

Instead, workers decided to use a crane. However they had to wait until the five feet of water in the parking lot abated. Once the water receded, the crane lifted the two-ton generator into the parking garage, but it was about 100 feet away from the desired site. A forklift truck carried the generator to its destination.

Most generators are not designed to run continuously for weeks, and technicians need to constantly maintain them. They also have endured unpleasant conditions, such as sleeping without cots or air conditioners on the 34th floor. Air conditioners were eventually rigged to draw heat away from the radio equipment room. Until power returned earlier this week, workers had to carry water and food up 33 flights of stairs, he said.
Facella said most problems they’ve encountered have been logistical. He said the radio system has always worked extremely well. “In fact, I would say there apparently were no failures of the electronics,” he said. “It’s all been all about power.”

New Orleans’ 800 MHz radio system provides communications for the city’s police, fire and emergency medical service personnel. The system went down after debris from the hurricane struck the radiator of the main generator on top of the Energy Centre. Backup battery power lasted about 10 hours after that.

M/A-COM technicians couldn’t enter the city for a while even though they had credentials. If they were able to get in sooner, they could repaired the generator in several hours, Facella said. Instead the company’s technicians fixed the generator Sept. 1, the Thursday after Katrina hit.

Even though the main system went down, Facella said there were a couple of stations that provided first responders with two basic communications channels from Aug. 29 to Sept. 1. He said those channels were party lines, meaning police, fire and EMS all had access to those channels at the same time. After the system was restored Sept. 1, the city’s radio system had 23 channels available.

However, interoperability was a problem. With public safety officials nationwide pouring in to New Orleans to help, many had their own communications systems that were incompatible with the 800 MHz system. Facella said the company provided the city with additional portable radios to give to others who needed to get on the system. Otherwise, they could use cellular phones, which have had increasingly improved range as workers repair cellular towers.

After the police headquarters tower site was repaired last week, the system’s reserved communications capacity was activated, which allowed most radios to be reprogrammed to work on the 800 MHz system, he added. 

City officials are also trying to establish more permanent emergency 911 dispatch centers in a couple of hotels near the Superdome and French Quarter. Facella said they are trying to provide console functionality at those locations.

Facella said everyone in New Orleans and elsewhere will be rethinking the durability of their communications systems, infrastructure and interoperability. M/A-COM officials have learned another lesson: It needs better credentials because their technicians were initially barred from entering the city to fix the system. 

“It’s an intriguing lesson in who’s in charge,” he said.

###

FCC Chairman Gets Proactive on Rita Communications
September 22, 2005

Wireless Week

By Mark Rockwell

URL: http://www.wirelessweek.com/article/CA6259342.html
WASHINGTON--Hurricane Katrina has reshaped the coming recovery efforts for looming Hurricane Rita in many ways, according to lawmakers and telecommunications industry executives at a Senate hearing today.

At a hearing this morning convened by the Senate commerce, science and transportation committee to review recovery efforts in Katrina's wake, Sen. John McCain, R-Ariz., voiced his frustration at the slow progress the DTV spectrum transition has made. He said the storm bolstered the argument that first responders should get additional spectrum and communications capabilities, as well as ways to interconnect their wireless networks easily.

McCain said language in his Save Lives Act, co-sponsored by Sen. Joe Lieberman, D-Conn., last year, has repeatedly been watered down or sidelined. The legislation sets a "date certain" deadline -- Jan. 1, 2009, for the turnover of spectrum from broadcasters to emergency service providers. "A month after Katrina, the Senate has yet to act on giving spectrum to first responders," he said.

The recovery effort in Katrina's wake was progressing well, according to FCC Chairman Kevin Martin. In his testimony, Martin said the 1,000 wireless switching sites taken out by the storm were again up and running; of the 38 E911 call centers knocked down, 35 are back up, with the remaining three that are out of service in New Orleans. 

Martin said as Hurricane Rita gets set to come ashore in Texas, he was reaching out to contacts at broadcasters and telecommunications services now, rather than waiting until after the storm, as was done with Katrina, to see how they're preparing and what they might need.

Martin said with the magnitude of the storm, it was hard to anticipate what kind of damage Rita might inflict on the Texas coast's wireless network. He added that the damage to the wireless infrastructure and the communications infrastructure in general was probably unique. The flooding in New Orleans, he said, was the primary cause of damage there. Flooding was concentrated in the city because of its geography. The Texas coast, he said, wasn't the same.

Martin also said satellite technology must be incorporated to back up wireless networks following disasters. "Mobile towers should have more satellite capabilities," he said. He added that mobile tower facilities that wireless carriers bring into disaster sites to stand in for damaged towers should have more satellite backup and not just be plugged into a wireline network that also may be damaged. 

Paul Roth, Cingular Wireless' executive vice president of external affairs, told the committee that his company was prepared to work with government and the wireless industry to further develop its "Project Pegasus" satellite-based wireless recovery vehicles that could be driven or flown into disaster areas. The trucks, of which Cingular has two, have a satellite cell site that connects not to local phone facilities but to remote switching facilities outside the disaster area.  

Roth apologized for having to testify in Cingular CEO Stan Sigman's place at the hearing. Sigman, he said, was managing recovery preparations for Hurricane Rita and couldn't appear.

###
Senate Bill Seeks Survivable Communications

September 22, 2005

Federal Computer Week

By Dibya Sarkar

URL: http://www.fcw.com/article90876-09-22-05-Web
In the wake of the hurricane-devastated Gulf Coast, several senators introduced a bipartisan bill yesterday that would provide several billion dollars to states and communities to help develop survivable interoperable communications during the next five years.

The bill would also create federal initiatives to address interoperability of radio systems when a disaster damages or destroys an area’s infrastructure.

The Assure Emergency and Interoperable Communications for First Responders Act of 2005 would create a grant program to help develop and implement interoperable communications systems at the state and local levels. The bill would earmark $400 million in 2006 and increase funding annually to about $1 billion by 2010 for a total of $3.3 billion.

Sen. Susan Collins (R-Maine), chairwoman of the Homeland Security and Governmental Affairs Committee, and Sen. Joe Lieberman (D-Conn.), the committee’s ranking minority member, sponsored the bill. Sens. John McCain (R-Ariz.), Daniel Akaka (D-Hawaii) and Carl Levin (D-Mich.) also signed the bill.

The bill would create an Office for Emergency Communications, Interoperability and Compatibility within the Homeland Security Department. It would be responsible for promoting interoperability and establishing communications when terrorist attacks or natural disasters damage an area’s communications and power infrastructures.

The bill would direct DHS to create a competitive research and development program to understand the strengths and weaknesses of public safety communications systems. In addition, the program would examine how current and emerging technologies could improve government agencies’ effectiveness, among other issues.

It also would instruct DHS to conduct at least two pilot projects that would evaluate strategies and technologies for providing and maintaining emergency communications when a disaster substantially damages an area’s telecommunications infrastructure and creates a sustained loss of electricity. The bill earmarks more than $500 million for those projects.

“Hurricane Katrina blew down power lines, knocked out cell phone towers and wiped out regular phone service in blasts of wind and water,” Lieberman said in introducing the bill yesterday. “ In too many areas the result was no [landline or celluler] phone service and portable radios that slowly went dead because there was no way to charge the batteries.”

“What do you do when you are down to zero communications?” Lieberman asked. “Gulf Coast emergency officials were repeatedly reduced to using runners to communicate between command centers and first responders in the field. This bill seeks to remedy the communications nightmare we saw in New Orleans and the Gulf Coast -- and make sure we don't have the same nightmare in future disasters.”

 ###
D.C.-Area First Responders Deploy New Text Message Alert System

September 22, 2005

Government Computer News

By Alice Lipowicz

URL: http://www.gcn.com/vol1_no1/daily-updates/37077-1.html
First responders in the Washington metropolitan region are using a common text alerting system for emergency communications aimed at improving communications between municipalities and with citizens. 

The District of Columbia and suburban governments in Maryland and Virginia have deployed the Roam Secure Alert Network for text-based notifications, created by Roam Secure Inc., the Arlington, Va.-based company said in a press release. 

The system combines software, hardware and a secure server configured to support messaging among e-mail accounts, cell phones, satellite phones, BlackBerrys, pagers and other devices. The system provides a common interoperable platform for text-based emergency alerting. 

Each participating jurisdiction—which includes Arlington, Fairfax, Loudoun and Prince William counties in Virginia and Montgomery County, Md., and the city of Alexandria, Va.—has its own redundant system that supports real-time, two-way information sharing among police, fire, emergency management, health, schools and specialty units such as military reserves and urban search-and-rescue teams. 

The systems also communicate with one another, and citizens can sign up to receive text messages for official emergency alerts, said Laura Sankowich, a Roam Secure spokeswoman. 

Officials of the National Capital Region, which has 12 jurisdictions, have endorsed the Roam Secure system, and it is receiving funding from the Homeland Security Department’s Urban Area Security Initiative grant program to pay for the system, Sankowich said. She declined to disclose the cost of the system; additional information on funding was not immediately available. 

“The NCR has adopted it,” Sankowich said. “Everyone has the software in place and many are actively using it. A few are determining the usage models that are best for them.” 

There are separate channels on the system for emergency management, emergency notification, continuity-of-operations communications and internal operations, Sankowich said. 

“The NCR jurisdictions have adopted a common interoperable platform for text-based alerting,” Ned Ingraham, project leader and senior IT manager for the DC Emergency Management Agency, said in the press release. 

“They can use their stand-alone RSAN system to alert their first responders and key personnel, and they can share information with neighboring jurisdictions without maintaining separate databases, contact information, or deploying additional devices and systems,” said Ingraham.

###
Feds to screen first responder radios for interoperability

September 22, 2005

Washington Technology

By Alice Lipowicz

URL: http://www.washingtontechnology.com/news/1_1/daily_news/27019-1.html
First responders are getting help from the National Institute of Standards and Technology and the Homeland Security Department’s Safecom program to assess whether new two-way radio equipment and systems available on the market meet the industry’s interoperability standards, known as Project 25 (P25). 

The new NIST program, known as the P25 Conformity Assessment Program, will help public safety agencies avoid buying new wireless devices and systems that claim to meet the P25 standards but in fact do not. The program’s aim is to prevent incidents in which local police agencies purchase new interoperable radios only to find that the radios are not compatible with other P25 systems 

“In recent years there have been many documented complaints from the public safety community regarding P25 equipment not meeting standards. For example, one user with a brand new P25 radio said that he had to make 28 keystrokes on the radio’s keypad in order to make a unit-to-unit call,” Safecom said in a news release announcing the joint assessment program. 

Safecom is the DHS unit dedicated to fostering interoperable communications between first responders. It offers guidance on spending of DHS grant money for that purpose. 

Project 25 was developed by the IT and wireless communications industries over the last decade to create common criteria for new wireless public safety communications devices and systems. The goal was to enable the radios, regardless of manufacturer, to communicate seamlessly with one another. 

DHS grants for emergency communications systems require that the newly purchased systems be P25-compliant. Yet the only evidence of compliance currently available is from manufacturers’ claims. The new NIST program will certify P25 products proven to meet the standards. 

The first step of the conformity assessment program will be to establish a third-party certification process for P25 equipment. The third parties will conduct testing by NIST-accredited independent laboratories to evaluate compliance with the P25 standards, the press release stated. 

Suppliers whose products pass the test will make formal declarations of P25 conformity that are available to the public, ultimately creating a “Consumer Reports”-type list of P25-compliant equipment, the press release said. 

In addition, Safecom officials announced they are working with state and local elected and appointment officials to conduct a National Interoperability Baseline Survey, to be completed within six months. 

The assessment will “obtain a statistical baseline measure of public safety communications interoperability.” It is intended to help focus interoperability efforts, identify where improvements can be made and direct DHS funding for specific objectives, the press release said.

###

Consortium seeks greater resources for data interoperability

September 23, 2005


Government Computer News

By Alice Lipowicz

URL: http://www.washingtontechnology.com/news/1_1/daily_news/27024-1.html
A Senate bill authorizing $3.3 billion over five years to assist public safety agencies in making their communications systems compatible should be focused not just on voice but on data as well, the chairman of the Emergency Interoperability Consortium urged this week. 

Congress should make a priority of data interoperability, rather than solely focusing on achieving interoperability for first responder radio systems with voice communication, Matt Walton said in an interview. 

“While radios are important, there needs to be a clear and well-articulated mandate for the Homeland Security Department to address data interoperability,” Walton said. “There must be funding and accountability specifically focused on that.” 

Data interoperability refers to the capability of first responders to send databases, photographs, text messages and other files seamlessly to each other across different computer systems and applications. 

The consortium was formed by public, nonprofit and industry executives in 2002 to advocate open standards for emergency data communications. The group signed a memorandum of understanding with the Homeland Security Department in January to work jointly on such standards, which are being written in Extensible Markup Language. 

The Assure Emergency and Interoperable Communications for First Responders Act of 2005, S 1725, co-sponsored by Sens. Susan Collins (R-Maine) and Joseph Lieberman (D-Conn.), was approved on a voice vote by the Senate Homeland Security and Government Affairs Committee yesterday. It authorizes $400 million in 2006, and increases to $1 billion by 2010, for grants to improve emergency communications capabilities and to achieve “statewide, regional, national and, where appropriate, international interoperability.” 

Incompatible radio systems, resulting in the inability of police and fire officials to communicate with each other and with agencies in nearby communities, have been a problem for decades and have become a topic of intense congressional concern since the terrorist attacks of Sept. 11, 2001. It is widely believed that firefighters at the World Trade Center were hampered in their evacuation by their inability to communicate with police radios. 

Although voice interoperability is critical, Walton said, data interoperability also should be a priority to allow first responders to share critical information and text messages with each other. 

“Until now the debate about interoperability, in public and in Congress, has been about voice. We emphatically believe that there is an equal or greater need for interoperability for data,” said Walton, who is also vice chairman of E Team Inc., an incident management software firm in Irvine, Calif. 

###
FCC: IP Vital For Emergency Communications 

September 23, 2005

Internet News

By Roy Mark 

URL: http://www.internetnews.com/infra/article.php/3551056
UPDATED: With Hurricane Rita promising a reprise of the communications collapse during Hurricane Katrina earlier this month, Federal Communications Commission (FCC) Chairman Kevin Martin told lawmakers Thursday the Internet must become a vital part of the nation's emergency response system. 

According to the FCC, Katrina knocked down more than 3 million customer telephone lines in Louisiana, Mississippi and Alabama. More than 20 million telephone calls did not go through the day after Katrina. Local wireless networks fared no better with more than 1,000 cell sites out of service. 

Even if calls had been able to get through, first responders were hamstrung by the fact that thirty-eight 911 call centers went down. 

"We should take full advantage of IP-based technologies to enhance the resiliency of a traditional communications network," Martin told a Senate panel. "IP technology provides the dynamic capability to change and reroute telecommunications traffic within the traditional network." 

Martin added that when traditional systems fail, IP-based technologies will enable service providers to more quickly restore service and provide the flexibility to initiate service at new locations. 

"If we learned anything from Hurricane Katrina, it is that we cannot rely solely on terrestrial communications," Martin said. "We should use new technologies so that first responders can take advantage of whatever terrestrial network is available." 

Martin said smart radios would allow first responders to find any available towers or infrastructure on multiple frequencies. He added that Wi-Fi, spread spectrum and other frequency-hopping techniques would allow emergency workers to use limited spectrum quickly and efficiently. 

Most of all, Martin urged, any emergency alert system should "incorporate the Internet, which was designed by the military for its robust network redundancy functionalities." 

Martin also used his testimony to again support the FCC's position that all Voice over IP (VoIP) providers ensure that e911 services are fully incorporated into Internet telephony. 

In May, the FCC ruled that all Internet telephony companies that interconnect with the public switched telephone network (PSTN) must route VoIP-orginated E911 calls directly to emergency dispatchers along with the location of the caller. The FCC set a November deadline for VoIP providers to comply with the order. 

"The obligation to provide access to emergency operators should not be optional for any telephone service provider -- regardless of whether that provider is wireless, wireline, cable or VoIP," Martin said. 

Senate Commerce Committee Chairman Ted Stevens (R-Alaska) told Martin Congress will provide the FCC with all the authority it needs to impose e911 obligations on VoIP carriers. 

Sen. John Sununu (R-NH), though, questioned the FCC's additional mandate that Internet telephone companies notify subscribers that their E911 service is different from traditional emergency calling services with customer affirmative responses due by Sept. 28. 

Under the FCC order, VoIP providers are required to cut off phone service to those customers who do not acknowledge the warning. 

Sununu pointed out that VoIP service was one of the few telecom systems functioning during Hurricane Katrina, a point underscored by Vonage Chairman and CEO Jeffrey Citron. 

"Much like Sept. 11, phone networks failed. Wireless networks failed. Satellite phones stopped working," Citron told lawmakers. "But the Internet was still alive in some places and so was Internet phone service." 

Citron said Vonage was able to maintain service to New Orleans because of the redundant nature of the Internet. 

"The flexibility that allows our service to work over any high-speed Internet connection anywhere is the reason our subscribers are able to communicate in the midst of the Katrina disaster," he said. 

Citron admitted some Vonage customers were unable to use their VoIP service. 

"This is primarily because those users lacked power and because our partner serving New Orleans was unable to send calls from the telephone network to Vonage's Internet gateways," Citron testified. 

Stevens also said he expects his committee to approve in October a hard date for television broadcasters to vacate their analog spectrum to clear space for emergency responder wireless communications. 

###
Tech success: Mobile unit eases communications in Big Easy

September 26, 2005

Washington Technology
By Doug Beizer

URL: http://www.washingtontechnology.com/news/20_19/emerging-tech/27037-1.html
When first responders began arriving in New Orleans after Hurricane Katrina, one of the biggest coordination problems they faced was communicating with one another. 

Fire departments, police, National Guard units and others use several different radio systems that cannot interoperate, including 800-MHz digital, high-band UHF and aviation bands. 

To help remedy the problem Anne Arundel County, Md., sent its new mobile command and communication unit to the Gulf Coast. The 45-foot truck is a mobile dispatch center that can work with 17 different radio types. 

"When we got in the field in New Orleans and explained what we were capable of doing, we had to tell them twice, because they didn't believe it," said Steve Morgan, senior program manager with Arinc Inc., the Annapolis, Md., company that designed the unit and integrated the technology. 

It was the communications problems caused by Tropical Storm Isabel in 2003 that impressed upon Anne Arundel County officials how important radio interoperability is when various agencies respond to an incident, said Matt Diehl, county spokesman. Local, state and federal agencies reacted to the flooding Isabel caused but couldn't talk with each other. 

"When you have so many different agencies of government dealing with one particular situation, the communications tend to break down, because everybody has their own radios and communications systems," Diehl said. "A resource like this mobile command unit would have helped in that situation." 

Achieving interoperability during any incident was the main goal in buying the mobile command unit. County officials used a state-administered homeland security grant for the unit, Diehl said. 

The Maryland county has not yet needed the mobile command and communication unit for an incident, but during a crisis, it would most likely be used as a secondary operations center. 

"A lot of times, when you're managing an emergency operation, you need to have first-hand information," Morgan said. "A command center like this out in the field really helps." 

In addition to its ability to handle different radio types, the command unit has IP telephony capabilities, videoconferencing and video surveillance. It also has multiple ways to establish an Internet connection, including WiFi and satellite. 

Without this technology, an incident commander responding to a crisis first would need at hand representatives from all involved agencies. Orders going to people in the field would have to be repeated several times over the different radio systems. The only other way to deal with the lack of interoperability is to hand out the same radios to all public safety personnel aiding an event, Morgan said. 

Using Arinc's Wireless Interoperable Network Solutions technology, the dispatcher can communicate with anyone in the field and create a conference, so first responders can talk to each other, even if they have different types of radios. 

The mission in New Orleans was to coordinate sending emergency medical technicians to makeshift clinics sited throughout the area. Dispatchers monitored the radio traffic and kept tabs on all EMTs. 

An EMT needing security would call in using the 800-MHz radio. Dispatchers would use VHF low-band radios to notify National Guard troops, and keep clinics up to date via their VHF high-band radios, Morgan said. 

"We could activate a conference that would put all three of them in one large talk group," he said. "The EMT could talk directly to situation managers as well as the National Guard security patrol, while they were all on different radio systems." 

Tying it together are standards-based components based on Cisco technology, said Chris Boyd, a Cisco Systems Inc. homeland security consulting engineer. A land mobile radio gateway adapts radios in the field to IP. 

"The idea is to neutralize the path to allow any to any communication, where IP is the underlying glue," Boyd said. "Because it is IP-based, it can run over any IP-capable underlying technology. In a tactical environment, you want as many ways to communicate as possible and bring them all with you. So there are multiple ways this vehicle can connect." 

In New Orleans, the satellite connection proved most reliable, Morgan said. If the infrastructure is in place, the truck also can establish a long-range 802.11 5.8-GHz WiFi connection. 

The mobile unit uses Cisco's Call Manager Express, a router-based call manager. The Cisco 7900 series phones also are used to allow voice communication in the truck and to the outside. As many as 14 people can work in the truck simultaneously. 

The software resides on four Windows servers. 

"Each rack has different parts of the system installed on it, and it's distributed for redundancy," Morgan said. "We have two of everything, and they're on different racks with different power sources." 

Getting the truck operational takes only as long as it takes to boot up the servers. 

"We were able to get our mission up and operational within 24 hours of being on ground in New Orleans," Morgan said. "One of the head guys at the National Guard, as well as those managing the incident, really were just astonished at the ability to put this all together so quickly. It's something they had never seen in the field before."
###
Firetide Upgrades Include 4.9GHz

September 27, 2005

Wi-Fi Planet

By Eric Griffith

URL: http://www.wi-fiplanet.com/news/article.php/3551681
Los Gatos, Calif.-based Firetide announced this week an upgrade for managing its wireless mesh nodes as well as a move to include 4.9GHz support in products — the frequency reserved by the Federal Communications Commission (FCC) for communications between first responders at emergencies. 

The new software application is HotView Pro, and upgrade to the HotView software the company includes with all of its HotPort hardware. While the standard HotView handles single mesh networks, the Pro version scales up to handle mesh clusters that could include 1,000 nodes. It is specifically targeted at enterprises and service providers using the HotPort equipment and sells in a license per every 30 nodes deployed. 

The clusters are created using MeshBridge, a connection between multiple mesh networks. The company says its like a bridge across any network domain. The Pro software also uses a technology called EthernetDirect to do a secure tunnel connection with wires as needed. All of the meshes formed are managed in a single MultiMesh interface in the Pro software. It all runs on a standard Linux server. 

Firetide is joining the list of wireless companies supporting the 4.9GHz frequency set aside in early 2002 for police, fire and emergency medical personal as it becomes part of more and more outdoor deployments. Its public safety equipment builds on the existing HotPort product designs. The 3100/PS handles indoor connections, the 3200/PS in weatherproof enclosure mounts outdoors. 

The Firetide products, both hardware and software, will be on display this week at the MuniWireless.com Conference in San Francisco. They will be available at the end of October. Pricing was not announced. 

Firetide is not the first mesh product vendor to support 4.9GHz. MeshNetworks started working with the spectrum a year ago and was later acquired by Motorola to become that company's mesh networking division. 

All the Wi-Fi-based mesh network providers have deployments with first responders in place, but many are using standard 802.11 protocols for communications, on the backhaul and with client systems. This week, for example, Sensoria announced a new dual-radio outdoor mesh router called EnRoute500 (also showing at MuniWireless) that targets public safety and transit system use of wireless communication. It sells for $1,695 per unit. However, it doesn't use the 4.9GHz band. 

Firetide's 4.9 equipment is already in beta trials in sites like Rio Rancho, New Mexico. The city already has an extensive municipal wireless network that even supports Voice over IP (VoIP). Rio Rancho will also use the HotView Pro software to manage the network.

 The city of Kittaning, Pennsylvania is using the 4.9 HotPorts to add communications to an existing Firetide mesh used for video surveillance. 

###
NY will update crisis network

September 27, 2005

Newsday

By Errol A. Cockfield Jr. 

URL: http://www.newsday.com/news/local/state/ny-stwire274444677sep27,0,7227442.story?coll=ny-statenews-headlines
ALBANY - As the hurricanes in the Gulf Coast draw more attention to emergency preparedness, the state has inked a record $2 billion deal to update its emergency communications system, the first overhaul in more than three decades.

The system will be phased in regionally through 2010, but when fully implemented it will allow state and local first responders to communicate across disparate networks.

"The system has aged," said Rob Roddy, a spokesman for the State Office for Technology. "There are areas with no coverage."

The contract with M/A-COM, a Lowell, Mass.-based firm, is the largest of its kind in the United States, officials said.

Victoria Dillon, director of communications for the company, said the Sept. 11 attacks and hurricanes Katrina and Rita signaled the need to have fluid communication across wide areas. "In the near future New York's public safety people ... will all be able to talk to each other whether the person is located in Buffalo or New York City," Dillon said.

Last week as the deal was finalized, state Comptroller Alan Hevesi expressed concern that the state would be unable to pay for the new network. The state is paying the bill over 20 years, but Hevesi fears it will exhaust funds raised through a 911 surcharge on emergency cell phone calls.

"A funding stream for the project must be established for the long term," Hevesi said in a statement.

But Michael Marr, a spokesman for the state Division of Budget, said Gov. George Pataki proposed earlier this year to have a portion of those monies - that now goes to the general fund - directed to improving the system. The State Legislature rejected it during budget talks.

The governor plans to put forward a similar proposal next year, Marr said, "and we remain hopeful that the legislature will work with us to fund this important public safety initiative."

Dillon said the state is also working with M/A-COM to ensure the new system has a minimal impact on environmentally sensitive areas such as the Adirondacks and the Catskills.

Instead of relying on new towers, Dillon said, low-profile antennas or existing buildings and telephone poles will be used.
###
FCC to Limit VoIP E911 Enforcement

September 28, 2005

Telephony Online

By Carol Wilson

URL: http://telephonyonline.com/regulatory/news/FCC_VoIP_E911_092805/
Once again backpedaling from its once-onerous deadline on E911 compliance, the Federal Communications Commission said yesterday that it will not take enforcement action against the Voice over IP service providers who have successfully notified at least 90% of their customers of the limitations of VoIP in emergency calling.

Last May, when the FCC issued the order requiring VoIP providers to implement E911 for their subscribers within 120 days, the agency also required them to notify their current users that VoIP service does not always provide automatic location information to first responder when a 911 call is made. Any customer who did not acknowledge receipt of that information was to be cut off from service. VoIP providers have been scrambling ever since, both to put in place E911 infrastructure and to notify customers. The FCC extended the original deadline by a month and now has conceded that those providers being diligent in their efforts to contact customers should not have to cut off service to the stragglers. 

In a public notice, the FCC said “it is evident that many providers have devoted significant resources to notifying each of their subscribers of the limitations of their 911 service and obtaining acknowledgements from each of their subscribers.”

Twenty-one VoIP providers have hit the 100% notification goal already and another 37 are over 90%, the agency said. Those companies will not face enforcement of the original ruling. VoIP providers who haven’t hit the 90% goal could face enforcement proceedings on Oct 31, 2005. They must file an update on their compliance efforts with the FCC as of Oct. 25.

‘We commend the FCC's decisive action to extend the enforcement deadline and on behalf of our nearly one million customers, thank them for their consideration of this critical public safety issue,” said Jeffrey A. Citron, chairman and CEO, Vonage Holdings Corp., in a prepared statement. “The Commission has put much thought and deliberation into establishing a baseline threshold of 90% affirmative acknowledgement and should be praised for their leadership.”
###
Interstate Law Enforcement Network Upgraded

September 28, 2005

Government Technology

By News Staff

URL: http://www.govtech.net/magazine/channel_story.php/96768
On Wednesday, Cisco Systems Inc. announced that Nlets, the International Justice and Public Safety Information Sharing Network, has been upgraded to a standards-based Cisco Internet Protocol (IP) network. The network delivers transmissions over the network in a matter of seconds, with greater security and enhanced capabilities. 

With its more than 41 million transmissions per month encrypted end-to-end across the infrastructure, Nlets now meets and exceeds the Federal Bureau of Investigation (FBI) mandate for improved security while supporting rapid message exchange, according to Cisco.

Nlets, the nation's primary interstate law enforcement network, interconnects 18,000 local, state and federal law enforcement and public safety agencies. Any time one of these agencies needs information from another, the inquiry travels over the Nlets network. Nlets users can query out-of-state databases for motor-vehicle and driver data, criminal histories, Canadian "hot file" records, U.S. citizenship and immigration services records and aircraft-tracking and registration information. Nlets also routes homeland security messages and Amber alerts of missing children. 

"Both citizen and first-responder safety is at stake with the communications over Nlets, so it's critical that we deploy the highest performance, most secure and reliable capabilities available," said Steve Correll, executive director of Nlets. "We simply must work to ensure that Nlets is never compromised or out of service in any way. Public safety agencies rely on the information that travels over the network to make decisions, and some critical information -- such as, 'Is this person armed and dangerous?' -- must be determined in seconds." 

"For instance, in the wake of Hurricane Katrina, Nlets' network provided the means for public safety and law enforcement first responders in the affected areas to communicate among themselves and outside the area," said Correll. "While we had one outage at the user end when systems were wiped out, we were able to keep continuous contact in most areas at lightning speeds, due to our state-of-the art system. Undoubtedly, some lives were saved as a result of the information sharing capabilities that has been a priority for the 18,000 agencies we serve throughout the nation." 

Nlets, owned jointly by the 50 U.S. states and territories, was established nearly 40 years ago. In addition, all federal agencies involved in criminal justice and public safety subscribe to the network. 

In 2000, after the FBI Advisory Policy Board passed a motion requiring public safety agencies to encrypt data end-to-end by 2005, Nlets administrators decided to upgrade the frame relay infrastructure to an IP-based foundation. With routers deployed at each of the member agencies, Nlets now performs the required, end-to-end encryption. 

"Even if an intruder were able to intercept a message sent across Nlets, the message could not be read or altered," said Morgan Wright, global industry solution manager for justice and public safety, with Cisco Systems. "Plus, this enhanced level of security comes at no cost to network performance. With all the advanced capabilities and scalability of an IP-based network, Nlets continues to provide the same fast message transmission, in one second or less, as the less robust, less capable network that it replaced."

###

Blanco goes before committee that’s investigating Katrina response

September 28, 2005

The Daily Advertiser (AP)

By Associated Press
URL: http://www.theadvertiser.com/apps/pbcs.dll/article?AID=/20050928/NEWS05/50928002
WASHINGTON (AP) — Gov. Kathleen Blanco will testify today in a congressional investigation into breakdowns in the state, local and federal response to Hurricane Katrina.

On Tuesday, Michael Brown, who left his job as chief of the Federal Emergency Management Agency, appeared for a contentious session of testimony. Brown admitted some mistakes but put most of the blame on the New Orleans city and Louisiana state governments, which he described as "dysfunctional."

It was the latest shot in the state-federal debate over who was responsible for delays in search and rescue, relief, and public safety response to the New Orleans flooding after Katrina.

Much of the federal-state argument has been over who should have mobilized troops for action in New Orleans before and after levee breaches sent water pouring into portions of the city after Katrina came ashore Aug. 29.

Blanco has said she made a blanket request for aid that should have brought a federal military response. The Bush administration said the law requires governors to make specific requests for military assistance and that Blanco made no such request.

The House panel also is hearing pledges from government auditors that they will closely examine millions of dollars in contracts the Bush administration awarded to politically connected companies for Hurricane Katrina relief.

Rep. Christopher Shays, R-Conn., said today hat while Brown made mistakes, so did others. 

“He can’t be the scapegoat. First responders are local and state, and the governor and mayor did a pathetic job of preparing their people for this horrific storm,” Shays said on NBC’s “Today” show.

At the same time, Shays said, “there was a huge void” and Brown “became a strict constructionist and didn’t want to fill in that void.”

Meanwhile, federal investigators are turning their attention to recovery and cleanup contracts.

The inspectors general from half a dozen agencies, as well as officials from the Government Accountability Office, today were addressing a House subcommittee on the Katrina cleanup and announcing several new audits to combat waste and fraud.

They are pledging strong oversight that includes a review of no-bid contracts and close scrutiny of federal employees who now enjoy a $250,000 — rather than a $2,500 — purchase limit for Katrina-related expenses on their government-issued credit cards.

“When so much money is available, it draws people of less than perfect character,” H. Walker Feaster, inspector general of the Federal Communications Commission, said. “It underscores the need for internal controls of the money going out.”

The joint appearance of government auditors comes amid a flurry of legislation pending in Congress that would create additional layers of oversight to the Katrina contracting and award process.

It also comes amid growing charges of favoritism that critics say led to government missteps in the wake of the Katrina disaster. In a House hearing Tuesday, both Republicans and Democrats assailed former Federal Emergency Management Agency Director Michael Brown, who critics say lacked proper experience for the job, for his performance in handling emergency aid.

“The Bush administration’s culture of cronyism comes at the expense of public safety,” House Minority Leader Nancy Pelosi, D-Calif., said. “It is unconscionable and must stop immediately.”

In the weeks after the Aug. 29 storm, more than 80 percent of the $1.5 billion in contracts awarded by FEMA for Katrina work were handed out with little or no competition or had open-ended or vague terms that previous audits have cited as being highly prone to abuse.

They included contracts such as a $16 million deal involving Halliburton subsidiary Kellogg, Brown & Root Services Inc. of Arlington, Va., that has been cited for overcharging the government for work in Iraq; and San-Francisco-based Bechtel Corp. Both companies have strong ties to the Bush administration.

Primary oversight falls to the agency IGs and the GAO, the auditing arm of Congress, but critics have said that isn’t enough. The various proposals, including ones from Republican Sen. Susan Collins and Pelosi, the House Democratic leader, call for a specially appointed IG who would oversee all the various agencies’ work.

But in their testimony Wednesday, the inspectors general said additional review was unnecessary. The GAO and Homeland Security Department IG Richard Skinner have said they would look closely at the no-bid contracts that may have been unfairly awarded based on political connections.

###
In Wake Of Hurricanes, Inmarsat Pitches New Satellite Service 

Inmarsat has asked for FCC approval to launch a spacecraft for the service by 2010 to provide global voice, data, multimedia, and a communications network in times of crisis 

September 28, 2005

TechWeb.Com

By W. David Gardner

URL: http://informationweek.com/story/showArticle.jhtml?articleID=171201324
Noting that increased availability of satellite bandwidth will aid public safety and Homeland Security providers, Inmarsat has petitioned the FCC to permit the satellite firm to provide Mobile Satellite Services (MSS) in the 2 GHz band. 

Announced late Tuesday, Inmarsat said it plans to utilize a spacecraft for the service by 2010 to provide global voice, data and multimedia MSS offerings in an offering that would also establish a communications network in times of crisis. 

“The devastating effects of the recent Gulf Coast hurricanes have demonstrated the need for interoperable communications services for emergency responders and political officials,” said Andy Sukawaty, Inmarsat CEO, in a statement. 

“The 2 GHz band is uniquely suited to support broadband and multimedia MSS services and the development of an integrated, interoperable satellite/terrestrial network that can provide uninterrupted, high quality communications service in a time of crisis.” 

Some satellite connections continued to operate during the recent hurricanes after landline and cell phone services were knocked out. 

Noting that it is a new entrant seeking a position in the 2 GHz band, Inmarsat said six of the eight companies who were awarded space in the band in 2001 have since forfeited their authorization. 

Inmarsat operates a global fleet of MSS satellites and is finishing its $1.5 billion Inmarsat-4 satellite network project for the 2 GHz band. The firm said it is working with “leading technology” partners to develop the system and observed that it has been providing communications support for government, military and public safety units for more than 20 years. 

###
Walkie-talkies go digital; Advanced radio technology spurs business

September 29, 2005

El Paso Times

By Louie Gilot

URL: http://www.elpasotimes.com/apps/pbcs.dll/article?AID=/20050929/BUSINESS/509290323/1046
Any mention of two-way radios is bound to conjure up images of clunky, screechy walkie-talkies.

But a push by law enforcement agencies to update and link up their radio systems, as well as new digital radio technology, is giving the industry a boost.

"Talking on two-way radios now is like talking on a cell phone -- crisp," said Phil Cortez, sales and service manager at Rio Grande Communications in El Paso. "Digital is the next step in us growing and moving in the right direction."

The company, an ICOM dealership and repair shop at 11601 Pelicano, has contracts with several independent school districts -- El Paso, San Elizario and Socorro -- hospitals, construction companies and border-crossing professionals.

Cortez and Dean Nabhan, the company's president, said they want to target the "husband-and-wife market" -- families disappointed by cellular phone coverage around El Paso and Juárez. But the bigger market is in law enforcement.

The terrorist attacks of Sept. 11, 2001, highlighted the poor state of inter-agency communication, and Congress subsequently mandated that most federal radio communications occur in narrow band, doubling the number of channels available.

The federal government also adopted the P25 standard for digital radios by the Association of Public Safety Communications Officials. The standard opens the way for "interoperability," the ability for all P25 digital radios to communicate with one another.

Rio Grande Communication was P25-certified last month by ICOM to sell and repair digital radios. ICOM sells one digital model that can work with the company's conventional repeater in El Paso. The company has 15 repeaters, but no digital repeater in El Paso yet.

Federal funds to upgrade radio systems have trickled down to the states. But in Texas, going all digital might not be an option.

"No one can afford to replace all existing radio systems to ensure every first responder has a P25-ready radio," a state report says.

The Texas Department of Public Safety is converting to a digital system, officials said. El Paso law enforcement agencies say they are starting to upgrade their systems too, although it wasn't clear whether they are buying digital radios.

"We're still working on it," said Rick Glancey, the spokesman for the El Paso County Sheriff's Office.

One obstacle is price.

A conventional radio costs about $300, while digital radios start at $1,200 and can run as high as $3,500.

Digital radios have advantages besides interoperability. Paired with digital receivers, they have clearer reception and features such as talk groups; individual radio identification and global positioning location; and messaging.

Industry insiders think increased competition will soon drive prices down.

David Storey, president and chief executive officer of RELM Wireless Corp., wrote on the company's Web site that competition was limited for several years because making digital radios required that companies develop proprietary technologies to meet the P25 requirements.

It "was a complex and demanding challenge, more difficult than many had anticipated," he wrote.

But since then, some companies licensed their technology from manufacturers and more companies are able to make the product.

###
Stevens Looks to Spectrum Revenue Sales to Fund First-Responder Needs

September 29, 2005

Congressional Quarterly Today
By Amol Sharma
Ted Stevens, chairman of the Senate Commerce, Science and Transportation Committee, said Thursday he would consider tapping the expected federal revenues from the auctioning of broadcast TV spectrum to help upgrade first-responder communications.

Stevens, R-Alaska, is preparing legislation that would set a date for TV stations to switchover from analog to digital broadcasts, and redistribute some of the frequencies to emergency personnel. Shortages of radio spectrum hampered relief efforts after Hurricane Katrina.

The remainder of the freed-up TV frequencies would be auctioned by the Federal Communications Commission to the telecommunications industry, bringing in an estimated $10 billion, according to the Congressional Budget Office. As a result of that expected government windfall, budget writers may include the digital TV measure in a broader “reconciliation” bill aimed at reducing the federal deficit.

Speaking at a Commerce Committee hearing on disaster communications, Stevens hinted that he might want to tap some of those spectrum revenues to help first-responders buy equipment that is “interoperable,” or able to communicate with other agencies and jurisdictions.

“We hope it will bring in additional funds to deal with the interoperability problem,” Stevens said of the digital TV bill.

Earlier Consensus

Earlier this year it appeared lawmakers had reached a consensus on setting a date of early 2009 for the digital TV switchover. The House Energy and Commerce Committee circulated a draft digital TV bill with that date.

But in light of communication problems after Katrina, some lawmakers and members of the public safety community are pushing for an earlier deadline, at least for the release of the public safety frequencies.

“We have an enormous demand that this take place no later than 2007,” Stevens said.

Terrorist Attacks

The issue first came into sharp focus after the Sept. 11 terrorist attacks when police and fire personnel had trouble talking to each other. 

Public safety groups cite two problems that Congress needs to fix urgently: a lack of available spectrum, and the incompatibility of equipment used by different agencies and jurisdictions that prevents rescue workers from communicating with one another.

“All of the public safety spectrum in all the major marketplaces is nearly fully consumed,” said Bill Anaya, senior director of congressional operations for Motorola, which sells radio equipment to first-responders and has backed an early date for the digital TV switchover. “These first-responders are operating in a dangerous environment, and they should not have to do so.”

An official at Thursday’s hearing said first-responders currently have about 73 MHz of available frequencies. Congress could deliver another 24MHz of dedicated spectrum through the digital TV transition.

But public safety officials say the government needs to do more than provide spectrum. “Additional funding is needed to assist public safety agencies in their acquisition of state-of-the-art interoperable communications,” said Willis Carter, first vice president of the Association of Public-Safety Communications Officials International (APCO) and a fire official in Shreveport, La.

The Homeland Security Department says it has provided more than $1.5 billion in funding to states and localities for communications improvements. If Congress sets aside a portion of the spectrum revenues from the digital transition for public safety upgrades, more money could be made available.

The Senate Homeland Security and Governmental Affairs Committee approved a bill (S 1725) on Sept. 22 that would authorize $400 million in public safety communications grants for fiscal 2006, rising annually to $1 billion by 2010.

Appropriators have defeated several bids this year to spend billions on interoperability, most recently an effort by Michigan Democrat Debbie Stabenow to add $5 billion to the Senate’s Commerce-Justice-Science spending bill (HR 2862). 

David Boyd, director of the Homeland Security Department’s Office for Interoperability and Compatibility, told lawmakers that the technology to achieve interoperability exists, but said the biggest challenge may be getting 60,000 different public safety jurisdictions to cooperate and agree on national standards.

“National efforts to fix the problem have too often been erratic, uncertain, and until recently, uncoordinated,” Boyd said. 

###
Stevens: Interoperability Funding Tied to 700 MHz
September 29, 2005

Mobile Radio Technology

By Donny Jackson

URL: http://mrtmag.com/news/stevens_interoperability_bill_092905/
First responders’ ability to communicate interoperably in the future may depend largely on the outcome of a 700 MHz bill scheduled to be considered next week, Senate Commerce Committee Chairman. Ted Stevens (R-Alaska) said today.

By clearing television broadcasters from the 700 MHz band to complete the transition to digital television (DTV), public-safety agencies would receive 24 MHz of much-needed spectrum that is expected to be used to help address capacity and interoperability issues. In addition, funds raised from the auction of other frequencies in the band to commercial operators could be earmarked for public-safety communications, Stevens said during a committee hearing on interoperability of public-safety communications.

Stevens said the committee would consider a DTV bill next week. During the summer, the general consensus on Capitol Hill has been that the broadcasters would have to clear the spectrum by Jan. 1, 2009, but communications problems related to the Hurricane Katrina recovery effort have created “enormous demand” that the airwaves be made available to public safety within the next two years, Stevens said.

But congressional budget estimates indicate an auction in 2009 or later would generate “four to five times” more revenue for the U.S. Treasury than an auction in the near term, Stevens said.

“I don’t know yet what the answer will be, but we have been required by the budget resolution to raise $4.8 billion by action of this committee, and the only possible way to do that will be by passing the spectrum bill,” Stevens said. “We hope that will be part of the reconciliation process and that will become law. If it is not, there will be no funds for interoperability in the coming years.”

And funding for interoperability is needed, as some estimates indicate more than $15 billion will be needed to establish a communications system that would ensure that public-safety personnel from different jurisdictions can talk with each other in times of crisis. Sen. Barbara Boxer (D-Calif.) said the lack of interoperability in the aftermath of Katrina should not be repeated in the future.

“The time to find a solution is now; in fact, it was yesterday or the day before yesterday, and we still haven’t done it,” Boxer said. “We didn’t learn our lesson after the ‘93 World Trade Center bombing; we didn’t learn it after Sept. 11; the wildfires raging in California two years ago didn’t teach us … and Hurricane Katrina showed us. Enough is enough.”

Willis Carter, first vice president of the Association of Public-Safety Communications Officials (APCO), said help is needed on the interoperability front but there are no simple answers.

“This is no time to throw money at ill-conceived, band-aid solutions,” Carter said. “We also caution that solutions should not be thrust upon state and local governments without consideration of cost.”

Indeed, the primary problem after Hurricane Katrina was that the networks established to support first responders were disabled because of damage from the storm, power outages or flooding of network equipment. In such a scenario, even the best interoperability plan is of little use, said David Boyd, director of SAFECOM program office within the Department of Homeland Security.

“Interoperability requires, before all else, simple operability,” Boyd said. “As Hurricane Katrina demonstrated, in the absence of a reliable network across which responders within an agency can communicate, interoperability is irrelevant and impossible.”

Dereck Orr, public-safety communications program manager for the National Institute of Standards and Technology (NIST), said one technological problem in realizing interoperability is a lack of standards. The Project 25 standards process was supposed to alleviate this problem, but only one of the eight standards—one addressing common air interface—has been finalized, and tests indicate that none of the radios available today meet all aspects of that even that standard.

The Senate committee will conduct another interoperability hearing with public-safety communications this afternoon.

###
NE Valley Firm May Aid Crisis Communications
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By Maggie Galehouse

URL: http://www.azcentral.com/community/westvalley/articles/0930sr-radiobridge24Z1.html
A Northeast Valley company whose device connects multiple radio frequencies will help New Orleans emergency communications in the aftermath of Gulf Coast hurricanes.

Aegis Assessments was working on its portable SafetyNet RadioBridge before the 9/11 attacks in 2001, a tragedy that highlighted the inability of emergency, fire, police and ambulance personnel to communicate with one another during a crisis.

The same failure to communicate was a problem during Hurricane Katrina. advertisement  

"I've been talking to an officer in St. Charles Parish, right outside New Orleans," said Richard Reincke, president and chief operating officer of Aegis.

"He said he needed help with radio interoperability. I offered to go down right after the hurricane, but he said to hold off for a few weeks because the situation is so unstable on the ground," Reincke said.

Capt. Craig Petit of the St. Charles Parish Sheriff's Office said agencies across the nation rushed to New Orleans after Katrina, but there was no way to link their radios together.

"We need a couple frequencies dedicated across the country," said Petit, who is also president of the Louisiana chapter of the Association of Public-Safety Communications Officials. 

Petit said he is interested in examining Aegis' device, and southern Louisiana is already working on creating a new radio system.

"Groups would have their own channels or talk groups," he explained, "but there would be some public channels where everyone could talk together."

Aegis has an agreement with GTSI Corp., a company that provides information technology to governments worldwide, including the Federal Emergency Management Agency. 

"FEMA can call GTSI and then very quickly have contacts and contracts," Reincke said. "Once the hurricane happened, about 6,300 contractors called FEMA, people who make everything from bulldozers to siding."

Although the RadioBridge is not used by any local agencies, Aegis has sold it to police and fire agencies in California, Utah, Virginia and Florida.

The 25-pound machine costs $15,000 and looks like a plus-size briefcase. It can filter out background noise and has its own battery, which lasts more than 48 hours and can be charged from a car. It also can run on D cell batteries.

In recent weeks, lawmakers have made a lot of noise about the need for better communications.

The breakdowns of Gulf Coast phone lines, cell towers and electrical systems after Hurricane Katrina should push Congress to provide rescuers with more reliable emergency communications gear. 

Sens. John McCain, R-Ariz., and Joe Lieberman, D-Conn.; and Reps. Jane Harman, D-Calif., and Curt Weldon, R-Pa., made their plea for better equipment in an op-ed column this week in the Washington Post.

The Department of Homeland Security has spent $280 million on interoperable communications equipment, McCain said, and fixing the problem could cost as much as $15 billion.
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