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Public safety two-way radio communications services have been evolving and constantly 
changing over the past 50 years.  This started with service primarily in the VHF Low Band (30-50 
MHz) and then gradually included other spectrum in higher radio bands as public safety personnel 
needed more radio channels and became more dependent on two-way radio to perform their 
duties.  As a result, the spectrum assigned to public safety in the LMR Service is fragmented and 
heavily used as there is a limited amount of spectrum available in any one band.  Public safety 
radio services have been limited mostly to voice and low speed data (primarily text messages) 
that can be delivered on narrowband radio channels.  As technology has developed, more and 
more systems are using digital rather than analog radio equipment.  With the advent of digital 
services public safety has been able to take advantage of new technology and Internet Protocol 
(IP) applications but digital has also brought new challenges relative to voice clarity and issues 
related to radio performance in high noise environments. 

Public Safety Land Mobile 
Radio Spectrum Bands

138-144                                                  763-775  806-824 4940

MHz   25-50  148-174               450-470                     793-805    851-869                                    4990

Allocation   MHz
VHF Low Band (25-50 MHz) 6.3
VHF High Band (138-144/148-174) 3.6
UHF Band (450-470 MHz) 3.7
800 Band (806-821/851-866 MHz) 3.5
800 Band (821-824/866-869 MHz) 6.0
700 Band (763-768/793-798 MHz) Broadband Data 10.0
700 Band (768-769/798-799 MHz) Guardband 2.0
700 Band (769-775/799-805 MHz) Narrowband Voice 12.0

TOTAL .………..47.1

This does not include 470/512 MHz spectrum used in 11 of the largest US Cities

4 GHz Band (4940-4990 GHz) 50.0
Because of its propagation, this spectrum is only practical for local
area networks and hot spots – not for wide area or mobile networks  

 
 

There is a misconception by some that in 2‐3 years wireless broadband will be an alternative 
to Land Mobile Radio (LMR) mission critical public safety voice systems.  The fact is there are 
currently no broadband standards being developed or even planned  that will allow such an 
alternative.    Current  and  planned  broadband  standards  and  technologies  depend  on  a 
network  approach  while  public  safety  must  also  have  a  non‐network  capability  to 
communicate  in emergencies when a network  cannot be  reached or  is out of  service.   This 
paper  briefly  discusses  the  history  of  public  safety  radio  communications,  the  proposal  to 
begin using wireless broadband  for data sharing purposes, and  the danger  in assuming  that 
wireless  broadband  will  soon  offer  an  alternative  to  traditional  LMR  public  safety  voice 
systems. 
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In 1995, the Federal Communications Commission (FCC), in concert with the National 
Telecommunications and Information Administration (NTIA), established the Public Safety 
Wireless Advisory Committee (PSWAC) to provide an assessment of the communications needs of 
public safety agencies through the year 2010.  On September 11, 1996, PSWAC released a report 
setting forth the current and future spectrum needs of public safety.  Among the findings of the 
PSWAC report was that 97.5 MHz of new public safety spectrum was needed by 2010, including 
25 MHz within five years (i.e., by 2001). 

As a result of the PSWAC report, Congress directed the FCC (in the Balanced Budget Act of 
1997) to allocate no later than January 1, 1998, 24 MHz of radio spectrum between 746 and 806 
MHz (to be recovered from television channels 60-69 as a result of the implementation of digital 
television).  The FCC then reallocated for public safety use television channels 63, 64, 68, and 69.  
On August 6, 1998, the FCC created the Public Safety National Coordinating Committee (NCC) 
under the authority of the Federal Advisory Committee Act (FACA).  The purpose of the NCC was 
to recommend rules for the use of the 24 MHz of spectrum in the 700 MHz band. 

The NCC, in its final report in July 2003, recommended that half of the new spectrum (12 
MHz) be designated for urgently needed public safety narrowband voice channels, and that the 
remaining 12 MHz be designated for wideband data channels.  Since then, significant advances in 
technology made it desirable for the FCC to convert the wideband data channels to broadband 
data channels. 

In November 2007, the FCC issued the Public Safety Spectrum Trust (PSST) a nationwide 
Public Safety Broadband License (PSBL) for 12 MHz of spectrum in the upper 700 MHz band (10 
MHz of broadband spectrum and 2 MHz of guardband spectrum).  The PSST is a not-for-profit 
corporation that is organized to hold the nationwide PSBL and to manage the licensed spectrum 
on behalf of the public safety community.  The PSST is governed by a Board of Directors who 
represent fifteen national public safety organizations, and the PSST has adopted By-Laws that 
comply with FCC Rules. 

Many local and state public safety agencies are implementing or planning locally managed and 
licensed systems in the 12 MHz of this spectrum that is designated to address the ongoing need 
for additional mission critical public safety narrowband voice channels.  It should be noted that 
there has been some criticism of the public safety community that they have not used the 700 
MHz narrowband voice channels allocated to them in 1997.  That criticism is misguided because 
of the fact that in many areas of the country the 700 MHz spectrum was occupied by TV 
broadcasters and did not become available for public safety use until the broadcasters were 
required to move out of that spectrum on June 12, 2009. 

On July 31, 2007, the FCC issued the Second Report and Order (Second R&O) that included 
language which would provide for the holder of the nationwide 700 MHz PSBL (now the PSST) to 
enter into leases of spectrum usage rights with commercial licensees/operators of the spectrum 
adjacent to the public safety broadband spectrum (the 700 MHz D Block).  The Second R&O 
included rules for the D Block auction winner(s) to build a nationwide public safety shared 
wireless broadband network that would be paid for by them and not by the public safety 
community or the taxpayers.  The FCC rules are intended to ensure that public safety will have 
priority access in emergencies and that the network would be continually refreshed with the latest 
technical improvements paid for by public safety’s commercial partners.  Subject to the capacity 
and other requirements of the public safety community, the Public Safety Broadband Licensee 
would make the remaining public safety capacity associated with the PSBL broadband spectrum 
available to the commercial licensees/operators, who would provide the bulk of the financial 
support for the system through their revenues. 
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The FCC Second Report and Order also directed that the Public Safety Broadband Licensee 

would negotiate with the commercial operator(s) to set appropriate rules and technical standards 
to ensure maximum interoperability, reliability, redundancy, competition, innovation and choices 
for public safety customers using this spectrum.  The network would include a satellite-based 
element to ensure continuous operations when terrestrial/ground-based equipment is knocked 
out or in areas where there is no terrestrial service. 

The goal is that a Shared Wireless Broadband Network would give public safety: 

1. Broadband data services (such as text messaging, photos, diagrams, and streaming video) 
not currently available in most existing public safety land mobile systems 

2. A hardened public safety network with infrastructure built to withstand local natural hazards 
(tornadoes, hurricanes, earthquakes, floods, etc) that would include strengthened towers and 
backup power with fuel supplies to withstand long term outages of public power sources 

3. Nationwide roaming and interoperability for local, state, and federal public safety agencies 
(police, fire and EMS) and other emergency services such as transportation, health care, and 
utilities 

4. Access to the Public Switched Telephone Network (PSTN) similar to current commercial 
cellular services 

5. Push-to-talk, one to one and one to many radio capability that would provide a back-up to 
(but not replace) traditional public safety land mobile mission critical voice systems 

6. Access to satellite services to provide reliable nationwide communications where terrestrial 
services either do not exist or are temporarily out of service 

From January 24, 2008 through March 18, 2008, the FCC conducted Auction 73.  Almost all of 
the 700 MHz spectrum, with the exception of the D Block, was sold with the proceeds reaching 
almost $20 billion.  Although there has been a lot of speculation as to why the D Block was not 
sold, most in public safety believe it was because the industry had its eye on the unencumbered 
spectrum that did not include any public safety requirements.  On March 20, 2008, the FCC issued 
an order delaying further D Block action until further notice. 
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Since April, 2009, several major public safety national organizations have been meeting and 
have developed a public safety consensus strategy to move this initiative forward.  Those public 
safety organizations believe that there are risks in conducting another D Block auction and the 
chance of success is better seated in public safety holding the license for the spectrum.  On that 
basis they are moving forward with an effort to get Congress to remove the D Block from auction 
and to assign it directly to public safety as part of the nationwide PSBL now held by the PSST.  
This would provide 20 MHz of spectrum within which to build out a nationwide interoperable 
broadband network. 

This would then allow the PSST, through a Request for Proposal (RFP) type process (most 
likely on a regional basis), to select commercial partners who would partner with the PSST to 
build out the nationwide network.  As part of the nationwide build-out, the public safety 
consensus group is also advocating that the FCC authorize a mechanism to allow local cities, 
regions or states to have access to the 20 MHz of broadband spectrum licensed to the PSBL.  This 
will allow local and regional entities to build and maintain their portion of the nationwide network 
as long as it is interoperable with the nationwide network and allows for nationwide public safety 
roaming. 

On September 24, 2009, a Congressional Hearing was conducted on this topic by the 
Subcommittee on Communications, Technology and the Internet of the House Committee on 
Energy and Commerce.  Most of those who testified indicated they supported this approach but it 
was also made clear by one of the witnesses that there are those who are advocating that the D 
Block be auctioned for commercial purposes without any public safety restrictions. 

One issue raised in the Hearing by some Members of Congress were concerns about how 
much it will cost to build a nationwide public safety broadband network and how it will be funded.  
Estimates of $10 billion to $40 billion have been floated without any real supporting 
documentation.  There is general agreement that if public safety and the private sector can 
leverage existing private and public infrastructure the cost can be significantly reduced.  One 
commercial company has said that if existing commercial infrastructure was used their cost 
estimate would be about $13 billion.  Eventual total cost of the network will also be influenced by 
local build-out decisions.  Where local entities or regions want to build out a portion of the 
national network in their jurisdiction they may each have a different view as to how robust that 
network should be in their area.  While some may be able to take advantage of existing Federal 
funding programs such as the Urban Area Security Initiative (UASI) Grants, there has been no 
serious offer on behalf of anyone in Congress to fund this effort.  Some commercial companies 
who have indicated their interest and support for a nationwide public/private network have said it 
is feasible to fund a nationwide public/private network through the public/private partnerships 
envisioned.  This appears to be the only current option unless Congress were to fund the build-
out. 

Some of the questions from the House Committee members also indicated a continuing 
confusion over the 24 MHz of 700 MHz spectrum that was allocated to public safety back in 1997.  
Some members of Congress and others appear to believe it would be a good idea, rather than 
allocating the D Block to public safety, to re-allocate for broadband purposes the 12 MHz of 
spectrum that has been designated for public safety narrowband voice systems.  There is a 
misconception that broadband can replace mission critical public safety voice systems.  There are 
two major concerns with that belief.  First, millions of dollars have already been spent in 
implementing traditional land mobile public safety voice systems in this spectrum and many more 
are already planned.  To stop that progress would be disastrous to the public safety community 
and the communities they serve.  Secondly, and equally as important, is that the claims that in 2-
3 years broadband will begin replacing land mobile mission critical voice radio services are based 
on lack of knowledge of the possibilities to accomplish this. 

The fact is there are currently no standards being developed or even planned to provide such 
a service.  The public safety community has endorsed Long Term Evolution (LTE) as the preferred 
broadband standard for public safety data products and the latest version of that standard (V8) is 
strictly a data standard that does not include voice capability.  The next version (V9) due in late 
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2010 or early 2011 is planned to include Voice over Internet Protocol (VoIP) capabilities but that 
version will not have any capability to provide one-to-many communications and talk around (unit 
to unit) voice necessary for mission critical public safety communications.  LTE is a commercial 
standard that does not recognize the mission critical voice communications needs of public safety.  
That means that if a first responder cannot reach the network (i.e. a police officer in trouble in a 
building and his radio unit cannot reach a repeater) or there is no network then the unit is 
useless.  That means no communications and a possible life threatening outcome for the police 
officer. 

It will be many years, if ever, before LMR systems can be replaced entirely by broadband 
technologies.  Before LMR systems could be supplanted, broadband services would first need to 
be deployed to the level that provides the same extensive coverage that mission critical voice 
systems provide, including in-building coverage in many instances.  Because coverage area 
decreases as data rate increases, covering the same area at the same level of reliability with 
broadband services will require even more sites than the number used today for voice 
communications. 

If LTE developers were to eventually develop standards for mission critical broadband voice, 
the public safety community would need to be involved in the equipment development and would 
need to see it tested and work in the actual public safety environment on a trial basis before they 
would be convinced it would be reliable enough to use as an alternative to current LMR 
narrowband voice systems.  System operators and users then would need time to procure and 
deploy appropriate equipment and devices.  The reality of broadband coverage build-out, 
standards and equipment development, testing in the public safety environment, and follow-on 
procurement means it would likely be 10 to 15 years or more before most public safety entities 
would be in a position to seriously consider substituting broadband voice for today’s LMR mission 
critical voice solutions. 


